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When attempting to create a solution to this problem, I first identified my objectives. Those being, to anticipate possible SQL injection, prevent suspected SQL injection, and to protect my code from SQL injection attacks. One of the first things I did when I open and ran the file was to look for the generated SQL queries that would be used as examples of injection. When I found them, I noticed that a common trend had the string of characters “or” in all the queries. knowing this I knew that to detect SQL injection I would have to search each query for examples of that exact string. When I was able to complete that the script was able to detect and prevent the execution of SQL injection code as described on the requirements document. And more complex versions of this the solution may lie in valid in user input more specifically by ensuring that casing is consistent or that the values contained within the strings are of a certain data type.